
WEEKLY GRID REPORT

7-day view of device health and trends.

Week of 11/17 – 11/23

C-001 — Demo Tenant

Devices with data 3 With pending updates 2 Unsupported OS 2 Disks near full 1

HOW TO READ THIS REPORT

This report covers the last seven days, and each week runs Monday through Sunday. Each device shows

daily averages for CPU/Processor, Memory, and Storage so you can see patterns across the week.

What to look for:

• CPU/Processor: steady high lines over several days can mean something is working too hard.

• Memory: if it stays high all week, apps may feel slow—restarts or cleanup can help.

• Storage: near 100% means the drive is almost full; plan cleanup or more space before it fills.

• Pending updates: aim to clear these during the week to stay secure.

If something looks unusual, note the device name and day. The IT Actions & Notes at the bottom give a

quick starting point for your IT team or service tech.

OPERATING SYSTEMS

Each device and the Windows version it is running. Unsupported versions need an upgrade to keep getting

security updates.

DEMO-ONLINE Windows 11 Pro 25H2

DEMO-STALE Windows 10 Pro 22H2

DEMO-UNSUPPORTED Windows 8.1 Pro

OS versions no longer receiving security updates are shown in red. Upgrade where possible.



DEMO-ONLINE Avg CPU: 17% Avg RAM: 49% Total pending updates (past week): 3

Pending Updates Last Week

(If an update appears here for 2 or more weeks in a row, it most likely has not been installed successfully yet)

2025-11 Cumulative Update for Windows 11 Microsoft Edge security update

.NET 6.0 security rollup

CPU/Processor Avg. %

RAM/Memory Avg. %

Disk/Storage Avg. %



DEMO-STALE Avg CPU: 0% Avg RAM: 0% Total pending updates (past week): —

CPU/Processor Avg. %

RAM/Memory Avg. %

Disk/Storage Avg. %



DEMO-UNSUPPORTED Avg CPU: 16% Avg RAM: 66% Total pending updates (past week): 1

Pending Updates Last Week

(If an update appears here for 2 or more weeks in a row, it most likely has not been installed successfully yet)

Windows 8.1 Extended Security Update

(unsupported)

CPU/Processor Avg. %

RAM/Memory Avg. %

Disk/Storage Avg. %



VULNERABILITIES

CVE Device Status

CVE-2024-1234 DEMO-ONLINE Unresolved

CVE-2023-4455 DEMO-ONLINE Unresolved

CVE-2022-0901 DEMO-ONLINE Resolved

CVE-2023-4455 DEMO-STALE Unresolved

CVE-2024-1234 DEMO-UNSUPPORTED Unresolved

CVE-2022-0901 DEMO-UNSUPPORTED Resolved

IT ACTIONS & NOTES

2 device(s) showed pending updates during the week—plan maintenance windows and reboots.

2 device(s) are on unsupported Windows versions—schedule upgrades.

1 device(s) trended near full disk—clean up or expand storage to avoid performance issues.

CVE-2024-1234 (DEMO-ONLINE, DEMO-UNSUPPORTED): Disable Print Spooler where not needed; apply July 2024 cumulative

update.

CVE-2023-4455 (DEMO-ONLINE, DEMO-STALE): Upgrade FortiClient to 7.0.12 or later.

Follow up on any devices that stopped reporting this week to ensure agents are healthy.


